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Abstract 

 

Since its recent emergence as a solution to double spending issues and mistrust in financial 

institutions, Bitcoin has experienced exponential growth. However, as Bitcoin enables anonymity, 

it facilitates illegitimate payments which has resulted in negative media coverage and questions 

surrounding its legitimacy. The continued success of Bitcoin is largely contingent on achieving 

acceptance as a legitimate IT innovation. This paper explores the legitimation strategies leveraged 

by four key actors in the Bitcoin ecosystem – media, IT, financial services and consulting firms – 

on Twitter. Empirical evidence suggests a current lack of clear communication strategies for 

building Bitcoin legitimacy. In fact, most of the tweets are not associated with specific legitimation 

strategies, and those which do encompass legitimation are almost equally spread across cognitive, 

pragmatic and normative legitimacy strategies. This paper extends legitimation theory to the 

context of Bitcoin and provides important practical insights to guide the future legitimation efforts 

of organizations invested in the success of Bitcoin. 
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1. Introduction 

Recent developments in information and communications technologies have triggered profound 

changes in the financial services sector. Financial institutions are currently experiencing the effects 

of a growing adoption of Mobile, Cloud Computing, Big Data, and Social technologies which 

enable new value networks and business models. International Data Corporation (IDC), one of the 

leading intelligence companies for information and technology (IT), defines the combination of 

such technology as the “third-platform” (IDC, 2011). Recent regulatory changes (e.g. Payment 

Service Directive 2 in the European Union) and the increasing movement towards Open Banking1, 

combined with ever growing competition led by innovative startups and technology giants (e.g. 

Google, Apple, Amazon and Alibaba) have further exacerbated the extent of actual and potential 

changes in the industry (Brodsky and Oakes, 2017). Exemplar cases include (a) mobile banking 

which has transformed how the public interact with banks (Gupta, 2013); (b) peer-to-peer lending 

and crowdfunding which now represents valid alternatives to banks for businesses in need of 

funding and for investors alike (Lynn et al., 2017; Mac An Bhaird et al., 2017); and (c) technology-

enabled services like PayPal, Stripe or Square, impacting how we make payments, both online and 

offline (Suhuai and Peter, 2010; Mims, 2012). Despite their innovativeness, these technologies 

still rely on a trusted third party to act as an intermediary and facilitate transactions, for a fee. 

Bitcoin is different. Bitcoin is system for electronic transactions that explicitly does not rely on 

trust (Nakamoto, 2008). 

While traditional financial systems use intermediaries, such as banks and credit card providers, to 

authorize and validate transactions, Bitcoin does not. At the same time, traditional currencies rely 

																																																								
1 Brodsky and Oakes (2017) define Open Banking as “a collaborative model in which banking data is shared through APIs between two or more 
unaffiliated parties to deliver enhanced capabilities to the marketplace.” 



on central banks or mints to control currencies both in terms of availability but also to police the 

double-spending problem monitoring financial intermediaries and the counterfeiting of physical 

currency. The double-spending problem is particularly problematic for digital currencies where 

the digital artifact can be copied with greater ease.  

Bitcoin was not the first digital currency (Rosati et al., 2016). It was, however, the first to overcome 

one of main issues of every currency, and for digital currency in particular: the so-called “double-

spending problem” – i.e. the possibility to copy the physical or digital token associated with money 

and spend it multiple times (Chaum, 1983). Bitcoin makes use of complex cryptographic 

techniques (hence the name cryptocurrency) to secure transactions and guarantee the immutability 

of the transaction record (Zarafis et al., 2014). Decentralized cryptocurrencies use the power of the 

crowd to establish a peer-to-peer network and replace a central server’s signature with a consensus 

mechanism based on proof of work to record groups of transactions (block) and link them to the 

public history of all transactions in what is known as a blockchain (Back et al., 2014; Yli-Huumo 

et al., 2016). As the peer-to-peer network increases, the blockchain becomes more impractical to 

corrupt and therefore more secure while at the same time transaction costs are reduced as a result 

of disintermediation (Nakamoto, 2008). 

Bitcoin is both a currency and a system. Both aspects of Bitcoin have attracted a huge amount of 

attention. As a cryptocurrency, Bitcoin’s market cap reached a peak of over US$700bn in January 

2018 (Martin, 2018) and analysts report that over 226,000 daily transactions are completed on the 

bitcoin network with an ever-increasing number of merchants accepting bitcoins as payment 

(CoinDesk, 2017). Other cryptocurrencies, such as Ethereum, are reaching similar, but still not 

comparable, valuations and traction; in January 2018, the market capitalization of Ethereum 



reached a peak of more than US$120bn (Shin, 2018). At the same time, blockchain2, the system 

underlying Bitcoin, has been heralded as one of the most disruptive technologies to hit the financial 

services sector (WEF, 2016). However, belying the success of Bitcoin is its use for illegal 

transactions as an anonymous and untraceable payment system and money laundering (Bryans, 

2014). These illegitimate practices have caused regulators to question the legitimacy of Bitcoin 

and to threaten bans (ECB, 2012; Blundell-Wingall, 2014; Interpol, 2017; Nee Lee, 2017; Jung-a 

and Harris, 2018). Bitcoin’s further development and adoption is hindered by its illegitimate use; 

its initial strengths in decentralization and cryptography are also its Achille’s Heel, as achieving 

widespread legitimation is a critical component in the success of IT innovations (Du and Flynn, 

2010). 

Lindman et al. (2017) posit that decentralized payment platforms, such as Bitcoin, operate in 

many-sided markets, and as such their adoption is influenced not just by the primary actors but a 

wide variety of stakeholders. Similarly, extant research suggests that online social networking sites 

and online fora are important communities in which information on Bitcoin is shared (Mai et al., 

2015). Indeed, research by Mai et al. (2015) suggests social media is an important indicator of 

future Bitcoin returns and Twitter users; particularly those with higher social influence, have 

significant short-term impacts on the Bitcoin market (Mai et al., 2015). 

This paper explores the usage of Twitter by four discrete actor types over a 12-month period (July 

2015 to June 2016) to communicate on the topic of Bitcoin. Our research objectives are threefold. 

First, we seek to identify the micro-level legitimation strategies used by four social actors in the 

Bitcoin community. Second, we assess the utility of Twitter datasets for legitimation research, and 

third we identify avenues for future legitimation research. We apply Kaganer et al.’s (2010) IT 

																																																								
2 In this paper we refer to “Blockchain” as the Bitcoin blockchain, and to “blockchain” as the technology. 



Legitimation Taxonomy to explore the firm-level messaging strategies and patterns used in a 

dataset of 7,207 tweets generated by 1,107 users (617 firms) over a 12-month period. In doing so, 

we address calls for research on how the diffusion and adoption of blockchain-based systems 

unfolds, the role different actors play in the development of such systems, and dynamics between 

social media and Bitcoin (Du and Flynn, 2010; Lindman et al., 2017).  

The remainder of this paper is organized as follows. The next section reviews the existing literature 

on IT adoption, legitimation of IT, and bitcoin. Next, the empirical context and research method 

is presented, followed by an analysis of the results. We then discuss the findings of the research 

and provide evidence of a current lack of clear communication strategies for building Bitcoin 

legitimacy. We conclude with a summary of the theoretical and practical implications of this study 

and identify future avenues for research.  

2. Literature Review  

2.1 Bitcoin 

Digital innovations are described as products, services, or business models, which are enabled by 

IT, are perceived as new, and require significant changes from adopters (Fichman et al., 2014). 

Given the increasing adoption, the attention it has gathered from multiple stakeholders, and the 

fact that Bitcoin departs from the tradition of relying on trusted third parties, its potentially 

transformative power is apparent. First launched in 2008 by either a coder or by a group of coders 

under the pseudonym of Satoshi Nakamoto (2008), Bitcoin can be defined as “an open-source 

peer-to-peer digital currency whose users put trust into the network instead of in a central 

institution” (Rosati et al., 2016, p.3). The Bitcoin was the first digital currency to overcome the 

double-spending problem through the implementation of the blockchain technology, which 



allowed it to replace the central server’s signature with a consensus mechanism (Back et al., 2014). 

Bitcoins are usually stored in local or online wallets (Brito and Castillo, 2013; Murphy, 2013). 

Every Bitcoin user has a public and private key; the public key represents the address of a specific 

Bitcoin wallet and allows other users to send money to it, while the private key is for users’ 

authentication. Each Bitcoin transaction is verified by the network, once it is deemed valid, it is 

stored in a block; blocks are closed, on average, every ten minutes and linked to previous blocks 

in order to form the Blockchain. This process, called mining, is based on a protocol called Proof-

of-Work, which is one of the main concepts of blockchain technology (Yli-Huumo et al., 2016). 

Blockchain technology represents the backbone of Bitcoin; its potential applications extend well 

beyond Bitcoin (CB Insights, 2017). However, despite the significant hype surrounding blockchain 

and the significant amount of resources spent to explore potential applications, Bitcoin remains 

the most successful application of this technology (Rosati et al., 2016; Lindman et al., 2017), and 

the most famous example of digital currency (Ciaian and Miroslava, 2016; Ciaian et al., 2016). 

Distrust in financial institutions, particularly following the global financial crisis (Dodd, 2017; 

Lindman et al., 2017) coupled with calls for frictionless payment systems (Barber et al., 2012) 

were the main drivers behind the initial development and adoption of Bitcoin. The volume of 

Bitcoin transactions has grown exponentially over the last few years as well as its market 

capitalization. While the number of merchants accepting Bitcoin has grown significantly 

(Cuthberston, 2015), researchers have questioned whether Bitcoin meets the key function of a 

currency (Mankiw, 2007). Caian and Miroslava (2016) and Ciaian et al. (2016) identify five 

advantages and nine challenges associated with Bitcoin when compared with traditional 

currencies, and link them to currencies’ functions (Table 1). Their findings suggest that the 

volatility of Bitcoin price, mostly driven by speculative investments, undermines Bitcoin’s wide 



adoption. Therefore, Bitcoin, qualifies more as a speculative investment than as a currency (Velde, 

2013; Williams, 2014; Yermack, 2014; Caian and Miroslava, 2016; Ciaian et al., 2016). 

Table 1. Currency characteristics of Bitcoin (Ciaian and Miroslava, 2016) 

Currency Function Advantage of Bitcoin Challenges of Bitcoin 
Medium of Exchange Transaction costs • Not legal tender and difficulty to procure 

Bitcoins 
Anonymity and privacy • Fixed adoption costs 
Learning spillover effect • Network externalities 
 • Dispute resolution not available 
 • Absence of Bitcoin denominated credit 

Unit of account Divisibility • Relative price comparability problem 
 • Price volatility 

Store of value Non-inflationary supply • Deflationary pressure 
 • Cyber security 

 

As noted above, another factor undermining Bitcoin’s widespread adoption is the tainted 

reputation it has gained due to its use for unethical or fraudulent purposes (Stokes, 2012; Decker 

and Roger, 2014). Even though it has been argued that events such the closure of Silk Road, an 

online platform for selling illegal drugs on the dark web which accepted Bitcoin payments, might 

have benefitted Bitcoin by boosting its popularity (Yermack, 2014; EBA, 2014); this most likely 

damaged Bitcoin’s reputation and users’ trust (Kirby, 2014; Swanepoel, 2016). Previous research 

shows that users’ trust plays a key role in financial services (Ennew et al., 2011; Hansen, 2012), 

and in the adoption and acceptance of a technology innovation (Pavlou, 2003). Bitcoin represents 

both a financial and technological innovation. As such, restoring the reputation of Bitcoin may 

represent a key enabler for a wider adoption. 

Rosati et al. (2016) adopts social media, and Twitter specifically, to investigate the actors involved 

and the topics being discussed in Twitter discourse around blockchain and Bitcoin. Their findings 

reveal that most of tweets on Bitcoin originated from untrustworthy actors encouraging the use of 

Bitcoin in games or for gambling; they also provide evidence of the use of social media bots which 

are usually associated with information manipulation. Based on this evidence, the authors highlight 



the need for building legitimacy around blockchain and Bitcoin applications to increase 

consumers’ trust and incentivize adoption. The authors also call for further research exploring the 

current legitimation efforts or strategies adopted by different stakeholders in the blockchain and 

bitcoin ecosystem. With this paper, we respond to this call and investigate which legitimation 

strategies (if any) are adopted by financial services, media, consulting and IT companies to build 

Bitcoin legitimacy. 

2.2 Technology Adoption and Diffusion 

Technology adoption is considered one of the most developed research streams within the 

information systems literature. There exists a wealth of theoretical frameworks from Diffusion of 

Innovation theory (DOI) (Rogers, 2003) to Technology Acceptance Model (TAM) (Davis, 1989), 

and Human-Organization-Technology fit (HOT-fit) (Yusof and Kuljis, 2008). These theories have 

been applied to understand technology adoption at an individual end user and an organizational 

level across an array of contexts and industries, with a tendency to focus either on the 

characteristics of the technology or adopting organization (Rodón and Sesé, 2010) or the 

characteristics and perceptions of the adopter. This body of literature has greatly advanced 

understanding of technology adoption as documented in various literature reviews (Tornatzky and 

Fleischer, 1990; Prescott and Conger, 1995; Fichmam, 2000; Venkatesh et al., 2003), and provides 

important insights for how and when to innovate with IT (Swnason and Ramiller, 2004). While 

technology adoption models sustain their relevance in this context for exploring adoption decisions 

at the individual level, in decentralized ecosystems such as Bitcoin, there is need to explore such 

dynamics from a broader community and inter-organizational perspective. At this early stage of 

diffusion, the success of Bitcoin is largely reliant on generating positive interest from a diverse 

array of organizations (Wang and Swanson, 2007), which can be referred to as the Bitcoin 



community. This paper explores the discourse within the community on Twitter adopting the lens 

of organizing visions, according to which the social system both shapes and employs a vision of a 

new innovation which is crucial to its success (Swanson and Ramiller, 1997). Organizing visions 

aid within a community help to (a) interpret the nature of the innovation, (b) legitimize adoption, 

and (c) mobilize the market to adopt the innovation, which together can increase adoption at all 

stages of diffusion (Swanson and Ramiller, 1997). 

Leveraging the organizing visions lens, Kaganer et al. (2010) developed the IT Legitimation 

Taxonomy for understanding the strategies leveraged by stakeholders to legitimize an innovation 

across four types of legitimacy i.e. cognitive, pragmatic, normative and regulative. The enduring 

questions surrounding the legitimacy of Bitcoin necessitate research efforts to understand how 

organizations within the community utilize legitimation strategies to add clarity around the 

interpretation of Bitcoin, legitimize its adoption, and mobilize the market to adopt. 

3. Theoretical Background 

Legitimation research seeks to understand the rationale behind decisions to adopt or reject IT 

innovations (Hirscheim and Klein, 1989). In line with Suchman (1995, p.574), we view legitimacy 

as “[…] a generalized perception or assumption that the actions of an entity are desirable, proper, 

or appropriate within some socially constructed systems of norms, beliefs, and definitions.” Within 

this definition, we consider four types of legitimacy; (a) Cognitive legitimacy or the diffusion of 

knowledge within the community about the innovation (Aldrich, 1994), which is achieved through 

comprehensibility and taken-for-grantedness (Suchman, 1995), (b) Pragmatic legitimacy which is 

based on the self-interest and utility to the organization’s stakeholders (Suchman, 1995), (c) 

Normative legitimacy seeks to align the innovation with moral rightness (Suchman, 1995), and (d) 



Regulative legitimacy which seeks to align the innovation with legal best practice (Kaganer et al., 

2010). 

In order to explore legitimation efforts within a community, Flynn and Hussain (2004) developed 

the Legitimation Activity Model (LAM), a seven-staged cyclical model to explain the interplay 

between legitimation seekers and legitimation providers. While the LAM was conceptualized as a 

firm-level framework, it can be applied to include a wider group of stakeholders (Flynn and Du, 

2012). LAM was updated to form the Integrated Legitimation Activity Model (ILAM) illustrated 

in Figure 1, which acknowledges the need to continually monitor and evaluate legitimation efforts 

and adjust legitimation strategies as a result (Du and Flynn, 2010). This study supports the need to 

gain legitimation and monitor legitimation efforts as outlined in ILAM and seeks to (a) understand 

the legitimation strategies utilized by organizations on the topic of Bitcoin and (b) provide practical 

insights which guide the evaluation and adjustment of legitimation strategies among this 

community. 

Figure 1. Integrated Legitimation Activity Model (Du and Flynn, 2010) 

	
 

In addition, to further understand the legitimation efforts of key actors in greater detail, we adapt 

the IT Legitimation Taxonomy. Developed by Kaganer et al. (2010), this taxonomy enables the 

grouping of 26 micro legitimation strategies in accordance with the four types of legitimation they 

represent. The IT Legitimation Taxonomy enables the exploration of legitimation building the first 

stage of ILAM, within the broader lens of organizing visions. Table 2 illustrates the IT 
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Legitimation Taxonomy. This study seeks to extend and explore the applicability of this taxonomy 

and the wider organizing visions lens to the Bitcoin context and ascertain which of the 26 strategies 

organizations are pursuing. 

Table 2. IT Legitimation Taxonomy (Kaganer et al., 2010) 

Code Strategy Strategy Description 

C1 System-
Functionality  

Explicitly define key features, attributes, and usage conditions of the 
innovation. 

C2 System-
Configuration  Explicitly define key characteristics of the verifying IT artifact. 

C3 System-
Characteristics 

Describe characteristics of the innovation that are in alignment with current 
technological best practices. 

C4 Implementation-
Strategies  Describe implementation strategies/success factors.  

C5 Implementation-
Successes  Describe implementation successes (examples).  

C6 Implementation-
Challenges  Discuss challenges/risks associated with the innovation. 

C7 Diffusion-
Organizational  

Describe positive market response to the innovation; emphasize ongoing 
development of the innovation. 

C8 Diffusion-End User  Stress acceptance of the innovation by end users. 

P1 Value-Clinical- 
Rationale  

Explain how the innovation improves quality of service in an adopter 
organization. 

P2 Value-Success-
Story 

Provide examples of how the innovation improves quality of service in an 
adopter organization. 

P3 Value-Financial- 
Rationale  

Explain how the innovation improves financial performance of an adopter 
organization. 

P4 Value-Financial-
Success Story  

Provide examples of how the innovation improves financial performance of an 
adopter organization. 

P5 Value-Operational-
Rationale  

Explain how the innovation improves operational performance of an adopter 
organization. 

P6 Value-Operational-
Success Story  

Provide examples of how the innovation improves operational performance of 
an adopter organization. 

P7 Value-Business-
Rationale  

Explain how the innovation improves general business performance of an 
adopter organization. 

P8 Value-Business-
Success Story  

Provide examples of how the innovation improves general business 
performance of an adopter organization. 

P9 Value-IT-Rationale Explain how the innovation improves management of IT in an adopter 
organization. 

P10 Value-IT-Success 
Story 

Provide examples of how the innovation improves management of IT in an 
adopter organization. 

P11 Alliance-Adopter  Advertise collaborative long-term relationships with adopters. 

P12 Alliance-Vendor  Advertise partnerships/collaborations with other innovation entrepreneurs 
(e.g. vendors, consultants). 

P13 Alliance-Field-
Level Actor  Advertise affiliation with influential field level actors. 

P14 Reputation-Vendor  Emphasize the innovation entrepreneurs’ strong reputation in the innovation 
domain and related areas. 

P15 Reputation-Adopter  Describe (favorable) characteristics/stress reputation of adopter organization. 
	



Table 2. IT Legitimation Taxonomy (Kaganer et al., 2010) – Continued from previous page. 

N1 Normative-Moral  Stress congruence of the innovation with prevailing moral norms; provide 
examples. 

N2 Normative-
Transformation  

Emphasize the ongoing transformation of the adopters’ industry; stress the 
enabling role of the innovation. 

R1 Regulative-
Compliance  Stress compliance with legal and quasi-legal rules and regulations 

4. Research Design 

Our study focuses on how the media, IT, financial services, and consulting firms use Twitter to 

build legitimation around Bitcoin. These organizations are deemed important stakeholders in the 

Bitcoin community. The media is selected as it provides a measure of organizational legitimacy 

and can affect perceptions of legitimacy in a positive or negative way (Elsbach, 1994; Baum and 

Powell, 1995). The financial services and IT sectors are selected as Bitcoin is a financial innovation 

with a significant technology component, thus organizations within these industries are invested 

in its success (Miles, 2017). Finally, consulting firms are included as they act as they typically act 

as knowledge brokers in the context of innovation adoption both in the online and offline world 

(Sutton 2002; Hargadon 2003). 

Our analysis focuses on Twitter discourse relating to Bitcoin over the 12-month period from 1 July 

2015 to 30 June 2016. We retrieved all English-language tweets containing the hashtags #bitcoin 

and/or the keyword ‘bitcoin’ using the GNIP API. GNIP data included the text of messages, time-

stamp, user, geographical location, URLs (Uniform Resource Locators), and whether a message 

was an original tweet, a retweet or a reply. We also retrieved Klout Score3, a measure of users’ 

influence, from the Klout Score API. The initial dataset comprised 11,956,529 tweets from 

368,213 Twitter accounts, of which 9,291,748 (77.7 percent) were original posts, 199,939 were 

																																																								
3 Klout Score ranges from zero to 100 and is based on three components across nine different social media platforms: (i) true reach, i.e. how many 
people a user influences; (ii) amplification, i.e. how much the user influences them; and (iii) network impact, i.e. the influence of the user’s network 
(Edwards et al., 2013; Rao et al., 2015). 



replies (1.7 percent) and 2,664,781 (22.3 percent) retweets. The dataset was refined to include only 

original posts from verified accounts and from accounts with a Klout Score of 75 or higher. The 

remaining accounts were manually filtered to include only media, IT, financial services and 

consulting firms. The final dataset comprised 7,207 tweets from 1,107 Twitter accounts (617 

firms). Table 3 outlines the number of accounts and firms by actor type. A coding scheme was 

developed based on the IT Legitimation Taxonomy (Kaganer et al., 2010) and adapted for a general 

IT context, namely P1 and P2 in Table 1 were adapted for ‘quality of service’ rather than ‘quality 

of medical care’. Two independent coders interpreted the content of each tweet and classified each 

message into one of the 26 categories in the taxonomy or as ‘Other’ if a clear legitimation strategy 

did not emerge. An inter-rater reliability with a Kappa coefficient of 0.78 and a Cronbach’s Alpha 

of 0.88 was achieved. Data was analyzed for two types of patterns in the use of legitimation 

strategies on Twitter: (a) overall use of legitimation strategies, and (b) use of legitimation strategies 

by target actor. 

Table 3. Number of Accounts and Firms by Actor Type 

Type No. of Accounts No. of Firms 
Media 874 434 
IT 130 103 
Financial Services 76 64 
Consulting 27 16 
Total 1,107 617 

5. Analysis and Findings 

Figure 2 illustrates the percentage of tweets for each of the micro-level legitimation strategies 

presented above. It clearly emerges that a significant percentage (36.56 percent) of the tweets in 

our dataset were not associated with any legitimation strategy. C7 (Diffusion Organizational), P13 

(Alliance Field Level Actor), and N2 (Normative – Transformational) were the most adopted 

strategies, which together accounted for almost 25 percent of the tweets in our dataset. Specifically, 



9.60 percent of the tweets aimed to build cognitive legitimacy by emphasizing the increasing 

diffusion and ongoing development of Bitcoin (C7). These tweets were mostly related to (a) 

political endorsements, (b) technology improvements, and (c) an increase in number of 

transactions.  

8.44 percent of the tweets were associated with attempts to build pragmatic legitimacy by raising 

awareness of alliances between influential actors in the Bitcoin ecosystem (P13); such actors were 

mostly financial services and technology companies, and regulators. However, it is worth noting 

that part of the alliances focused on the blockchain technology (e.g. “IBM is becoming the biggest 

backer of a technology that underpins Bitcoin.”) and not the Bitcoin per se. Finally, 6.76 percent 

of the tweets focused on the extent of changes Bitcoin triggers (N2); these tweets highlighted the 

potential disrupting effects of Bitcoin and demonstrate the importance of adopting IT innovations 

to adapt to potential changes in the business environment (Kaganer et al., 2010). 

Attempts to build normative legitimacy are unusual for IT innovations, for which actors tend to 

prefer cognitive and pragmatic legitimacy (Kaganer et al., 2010). However, Bitcoin also 

encompasses ethical and societal aspects (Dodd, 2017) and this finding provides further 

confirmation that Bitcoin is more than a mere technology or financial innovation. Finally, it is 

worth noting that only a small percentage (2.59 percent) of the tweets were associated with 

regulative legitimacy. This might be a reflection of the fact that Bitcoin is still essentially an 

unregulated environment, and that regulators around the world tend to keep a wait-and-see position 

(Ciaian and Miroslava, 2016). Table 4 provides examples of tweets by legitimacy type. 

  



Figure 2. Micro-Legitimation Strategies Used 

 
 

Table 4. Sample Tweets 

Type Example 

Pragmatic 

• Goldman Sachs put $50 million into bitcoin startup Circle and now it's coming to 
Europe http://t.co/rpUILUvoQ2 http://t.co/viPufo8nTw 

• Barclays Becomes First Big U.K. Bank To Accept Bitcoin  http://t.co/dMgs9AFXOh 
• Big names including Bain Capital and Mastercard are backing Barry Silbert's bitcoin 

venture https://t.co/BFQa39ORLk  

Cognitive 
• Banks could use bitcoin technology by next year https://t.co/zvjRl3OOfw  
• Winklevoss twins' bitcoin firm sees trading surge https://t.co/iaTIR2nOg6 
• How virtual currency #Bitcoin in gaining ground in #India http://t.co/XZ4HwS9W79  

Normative 

• Bitcoin to be major reserve currency by 2030: Research https://t.co/kZZFpmVYvV 
• #Bitcoins: possibly the #future of money. Find out how to purchase them on 

@businessinsider:https://t.co/ooNrnxPGWf 
• A star Silicon Valley entrepreneur explains how bitcoin is going to change the world 

https://t.co/A3OjFmWB3P  

Regulative 
• No VAT on Bitcoin, rules ECJ, but capital gains still apply https://t.co/YTZTdCmqFe 
• EU court rules that @Bitcoin exchanges don’t have to pay taxes 

https://t.co/Gs5fPxKR3c A  

 

As shown in Table 5, media companies are the most represented with 874 accounts. This is not 

surprising considering the attention they pay to Bitcoin (Glaser et al., 2014). However, with 6.81 

tweets per user, they are only the second most active group, outpaced by Financial services firms 

	



with who average 10.04 tweets per user. Financial services firms, despite a lower presence than 

media and IT companies, show significant involvement in the Bitcoin discussion. IT companies 

are the least active (2.84 tweets per user). Finally, consulting companies are the least represented 

(27 users) with 4.52 tweets per user. Taken together, these findings suggest that Bitcoin is 

considered more a financial than a technology innovation since it triggers significantly higher 

interest among financial services firms. The analysis of micro-level legitimation strategies reveals 

that only media and financial services companies pursued pragmatic legitimation (P13), and 

normative legitimacy was not the main focus of financial services firms. All actors were concerned 

with cognitive legitimacy, but with different preferences. While C7 was common to all actors, IT 

firms showed greater interest in end user diffusion (C8), while financial services and consulting 

firms focused on system characteristics (C3). 

Table 5. Micro-Level Strategies by Actor Type 

Company Descriptive Code # Tweets 

Media 

Tot. No. of tweets 5953 None 2092 

No. of users 874 C7 556 

Avg. User Activity  6.81  P13 543 

    N2 414 

IT 

Tot. No. of tweets 369 None 179 

No. of users 130 C7 33 

Avg. User Activity  2.84  C8 30 

    N2 27 

Finance 

Tot. No. of tweets 763 None 339 

No. of users 76 C7 93 

Avg. User Activity  10.04  C3 64 

    P13 48 

Consulting 

Tot. No. of tweets 122 C3 49 

No. of users 27 None 25 

Avg. User Activity  4.52  C7 10 

    N2 9 

 



6. Contribution 

In line with our three research objectives, this paper answers the call for research which can offer 

insights on the acceptance and diffusion of Bitcoin (Lindman et al., 2017). To do so, we leverage 

an inter-organizational perspective to extend IT innovation to a new focus on the broader Bitcoin 

community. The data set includes 617 firms across the four actor types i.e. media, IT, financial 

services and consulting firms. Findings show that there are a greater number of media and IT firms 

engaging in legitimation discourse related to Bitcoin on Twitter but financial service firms are 

more active in this conversation. The paper thus not only adopts a broader focus than existing 

studies but it accounts for the connectedness of emerging innovations such as Bitcoin and 

acknowledges the important roles that a diverse range of organizations can play in achieving its 

legitimation (Brandt, 2014). 

The paper advances IS and Bitcoin research further through a novel application of the IT 

Legitimation Taxonomy to firm-level messaging. The paper responds to calls for studies on cross-

sectional legitimation pattern analysis across different actors (Kaganer et al., 2010) and supports 

the extension of the IT Legitimation taxonomy to the Bitcoin and indeed broader financial 

innovation context. The paper provides insights into the types of legitimation strategies utilized by 

the four actor types. Surprisingly, the largest portion of the tweets were not associated with any 

legitimation strategies suggesting that firms lack of either a clear communication strategy. The 

intuition of a potential lack of a clear communication strategy is further supported by a similar 

distribution of other tweets across other types of legitimation strategies i.e. cognitive, pragmatic 

and normative. However, such results are mostly driven by media companies, with IT, financial 

services and consulting firms paying more attention to build cognitive legitimacy by emphasizing 

Bitcoin adoption and system characteristics. In line with our first research objective, this research 



supports the generalizability and validation of the organizing visions lens and the IT Legitimation 

Taxonomy proposed by Swanson and Ramiller (2004) and Kaganer et al. (2010) respectively. The 

findings clearly illustrate the value of leveraging this taxonomy to understand the differing micro-

level legitimation strategies used by key actors to legitimize Bitcoin on Twitter.  

Third and relatedly, the paper builds on recent work (Mai et al., 2015) which leverages Twitter 

data to explore the role of discourse on Bitcoin prices, and extends the use of Twitter to understand 

legitimation efforts of established firms invested in the future of Bitcoin. This represents a 

methodological advance for legitimation research which has a legacy of relying on single case 

studies. We argue that social media data represents a novel and reliable source of data for 

understanding efforts to build legitimation. While existing studies, which utilize case study 

approaches, have yielded important frameworks (e.g. Du and Flynn, 2010; Kaganer et al., 2010), 

such approaches have limitations in that legitimation efforts are often examined retrospectively 

and the role of social processes and actors is ignored. The data showed that all actor types engage 

in legitimation strategies thereby supporting the use of social media datasets in legitimation 

research achieving our second research objective. Moreover, the findings support the use of the 

Integrated Legitimation Activity Model to understand legitimation among a community of key 

actors. 

The research also has practical implications for those seeking to legitimize Bitcoin and IT 

innovations more generally using Twitter. A relatively small number of micro-level strategies are 

used by firms and emphasize cognitive and pragmatic forms of legitimacy. For both innovation 

entrepreneurs and their social media operators, the IT Legitimation Taxonomy presents a host of 

useful micro-strategies they may seek to leverage to achieve the legitimation of Bitcoin. The 



findings illustrate the key actors actively engage in Bitcoin legitimation discourse to help interpret 

this complex innovation and mobilize the market to adopt. 

7. Limitations and Future Research 

There are several limitations to our research which illuminate areas ripe for further investigation. 

Our study is limited to one innovation, social network, one year and four specific actors. Further 

research might include temporal legitimation analysis over several years (rather than just one year), 

cross-sectional and comparative legitimation pattern analysis across different actors, innovations 

(e.g. blockchain or other financial technologies) and networks, and using other qualitative and 

quantitative techniques e.g. network analytics, text mining or interviews. As Bitcoin is not merely 

a currency and a system but a form of social movement, it lends itself to interrogation through a 

variety of theoretical lenses. We hope these suggestions encourage both information systems and 

finance researchers to further engage in multidisciplinary projects exploring the potential of 

Bitcoin and legitimation. 

8. Conclusion 

Bitcoin represents a financial and technological innovation with transformative power. Despite 

huge success to date, its legitimacy has been questioned by media firms and regulators. The future 

of Bitcoin hinges on achieving legitimation and mobilizing adoption. This study couples the 

organizing visions lens with the IT Legitimation taxonomy to explore the legitimation strategies 

utilized by four actor types in the Bitcoin community. The next stage of this research will compare 

the legitimation strategies of key actors within the Bitcoin community to those in the Blockchain 

community. This work will focus on the latter stages of ILAM through an evaluation of existing 



strategies and the presentation of recommendations for maintaining and repairing legitimation in 

this context. 
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